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Chapter 2 - Objectives

Upon completion of this chapter you will be able to:

Explain the purpose of the Cisco 10S.

Explain how to access and navigate Cisco |OS to configure network
devices.

Describe the command structure of the Cisco IOS software.
Configure hostnames on a Cisco IOS device using the CLI.

Use Cisco IOS commands to limit access to device configurations.
Use Cisco |IOS commands to save the running configuration.
Explain how devices communicate across network media.
Configure a host device with an IP address.

Verify connectivity between two end devices.
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Cisco I0S

Operating Systems

= All networking equipment dependent on operating systems
= The operating system on home routers is usually called firmware

= Cisco |OS - Collection of network operating systems used on Cisco
devices
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Cisco I0S

Operating Systems (cont.)

Operating System

CLI
Shell
Kemel
Hardware (el ]|
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Lzer Interface
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Shell: The user interface that allows users to request specific tasks from the computer.
These requests can be made either through the CLI or GUI interfaces.

Kernel: Communicates between the hardware and software of a computer and manages
howe hardware resources are used to meet software requirements.

Hardware: The physical part of a computer including underlying electronics.




Cisco I0S

Purpose of OS

PC operating systems (Windows 8 and OS X) perform technical
functions that enable:

= Use of a mouse
= View output
= Enter text

Switch or router IOS provides options to:
= Configure interfaces
= Enable routing and switching functions

All networking devices come with a default I0OS
Possible to upgrade the I0S version or feature set

In this course, primary focus is Cisco |OS Release 15.x




Cisco I0S
Location of the Cisco IOS

Cisco |0S stored in Flash

= Non-volatile storage, not lost when power is lost

Can be changed or overwritten as needed

Can be used to store multiple versions of IOS

|OS copied from flash to volatile RAM

Quantity of flash and RAM memory determines |OS that can be used




Cisco I0S
IOS Functions

These are the major functions performed or enabled by Cisco routers

and switches.

Routing
Qos

Intemetwork Operating System for Gisco networking devices

Addressing

Interface




Accessing a Cisco I0S Device

Console Access Method

Most common methods to access the CLI:
= Console

= Telnet or SSH

= AUX port




Accessing a Cisco I0S Device

Console Access Method

Console Port

= Device is accessible even if no networking services have been
configured (out-of-band)

= Need a special console cable
= Allows configuration commands to be entered
= Should be configured with passwords to prevent unauthorized access

= Device should be located in a secure room so console port cannot be
easily accessed




Accessing a Cisco I0S Device

Telnet, SSH, and AUX Access Methods

Telnet
= Method for remotely accessing the CLI over a network

= Require active networking services and one active interface that is
configured

Secure Shell (SSH)

= Remote login similar to Telnet, but utilizes more security
= Stronger password authentication

= Uses encryption when transporting data

Aux Port
= Qut-of-band connection

= Uses telephone line

= Can be used like console port




Accessing a Cisco |0S Device

Terminal Emulation Programs

Software available for

connecting to a networking

device:

= PUTTY

= Tera Term
SecureCRT
HyperTerminal
OS X Terminal

PuTTY
g PuTTY Configuration Liﬁ
Category:
[El- Session Basic options foryour PuTTY session
_I_- Luglgng Specily the destination you want to connect fo
- Terminal
Keyboard Haost Name (or IP address) Port
i~ Bel 22
‘- Features Connection type
- Window | Raw Teinet ) Rlogin @& 55H ) Senal
. ;n 5 Lozd. save or delete a stored session
i~ Behaviour
L. Translation Saved Sessions
i Selaction
" Colours Default Settings l Land |
= Connection i
Data Save |
i~ Rlogin
- S5H
e Close window on exdt
") Blweays O Mever @ Only on clean sxd
Moot ||  Heb | | Open Cance!
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Navigating the 10S

Cisco IOS Modes of Operation

I0S Mode Hierarchical Structure

Oeer EEEC Command-Routers>
ping

show {(limited)

enahls

et

Privileged EXEC Commands-Router#
all Taer EXEC commarnds
debug commands

reload Glokhal Configuration Commands-Router (config)#
configure hoztname
2. cnabhle sscrect

ip route

interface ethernset Interface Commands-FRouter (config-if)#

serial ip addreas
dal ipvh address
etc, encapaulation
atmtdown,/no  shutdown
etc.
router rip Routing Engine Commnands-Rounter (config-router)d
maof network
eigrp Tversion
aeto. auto swmnary
eto.
line vty Line Commands-Router (config-line)#
console pagaword
etc. login

TIDOSM COMmanas
= =



Navigating the 10S

Primary Modes

User EXEC Mode

Limited examination of router.
Remote access.

switchs

The Privileged EXEC mode, by
default, allows all monitoring
commands, as well as execution of
configuration and management
commands.

The User EXEC mode allows only
a limited number of basic

monitoring commands and is often
referred to as view-only mode.

Router: I

Privileged EXEC Mode

Detailed examination of router. Debugging
and testing. File manipulation. Remote
ACCEess.

switch#
Routerd
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Navigating the 10S
Global Configuration Mode and Submodes

Privileged EXEC Mode

Privileged EXEC Mode el T L

Detailed examination of router, Debugging and testing.
File manipulation. Remote access.

Router»ping 192.168.10.5

5'11:" E:.: Routerdiz=how running-config
Router (config)#Interface FastEthernset 070
Router (config-if) #ip address 15Z.168.10.1 Z55,255.%55.0

Global Configuration Mode

Global configuration commands. The prompt changes to denote the current CLI mode.

Switch (config) #
Router (config) # Switch>ping 192.168.10.9
¢ Switchiizhow running-config
. Switch (config)#Interface FastEthernet 071
Other Configuration Modes g
Specific service or interface configurations. Switch (config-if) #Cescription connsction to WEST LAnd

switch (config-modes) #
Router {config-mods) #




Navigating the 10S

Navigating Between IOS Modes

Eouter conl iz now available.
Press RETURN to get started.

User Access Verification

Fassword:

Router:> - l_.lser EXEC Mode Prompt ‘
Eouter-enable

Fassword:

Boutar# "'(_l Privileged EXEC Mode Prompt

|

Ecuterfdisable
Router:> - User EXEC Mode Prompt ]

Eouter-exit

Router
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Navigating the I0S

Navigating Between I0OS Modes (cont.)

Switch> enable
Switch# configure terminal

Enter configuration commands, one per line.
End with CNTL/Z.

Switch{config)# interface wlan 1
Switch{config-if)# axit

Switch{config)# exit
Switcht Switch# configure terminal
Enter configuration commands, one per line.
End with CNTL/Z.
Switch(config)# vlan 1
Switch {config-vlan)# end
Switch#

Switcht configure tarminal

Enter configuration commands, one per line.

End with CHTL/Z.

Switch{config)# lina vty 0 4

Switch (config-line)# interface fastethernet 0/1
Switch(config-if)# end

Switchi




The Command Structure

IOS Command Structure

Ewitch}ping 192 . 158 10.5
|

Keyword or

ETIIETE ] Argument

I
Ewlt:h}shnw ip Prﬂtﬂﬂﬂlﬁ




The Command Structure

Cisco I0OS Command Reference

To navigate to Cisco’s IOS Command Reference to find a command:

Goto

Click Support.

Click Networking Software (I0S & NX-0S).
Click 15.2M&T (for example).

Click Reference Guides.

Click Command References.

N o a &~ Db =

Click the particular technology that encompasses the command you
reference.

8. Click the link on the left that alphabetically matches the command
you referencing.

9. Click the link for the command.


http://www.cisco.com/
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The Command Structure
Context-Sensitive Help

Context Sensitive Help

switch#el? Command options - display
clear clock - a list of commands or
keyvwords that start with the
characters cl
switch#eclock sat 7 Command explanation - the
hh:mm:;ss Current Time --f 105 displays what

command arguments or
variables can be next, and
provides an explanation of
each

switch#elock set 19:50:00 ?
<1-31> ©Day cf the month -
MONTHE  Month of the year

Command explanation with
more than one argument ar
variable option

Switch#elock =et 19:50:00 25 June 2012
Switch#




The Command Structure

Command Syntax Check

§

Switch#»clock set Switch#o

% Incomplete command. % Ambiguous command:'c'
Switchfclock set 19:50:00
% Incomplete command. The 105 retums a help message to

’ indicate that there were not enough
The 10S retums a help message characters entered for the command

indicating that required keywords or interpreter to recognize the command.

arguments were left off the end of the
command.

= =

Switchfclock set 19:50:00 25 6

A

% Invalid input detected at '*'
marker.

The 105 retums a """ to indicate where the command
interpreter can not decipher the command.




The Command Structure

Hot Keys and Shortcuts

Tab — Completes the remainder of a partially typed command or
keyword.

Ctrl-R — Redisplays a line.
Ctrl-A — Moves to the beginning of the line.
Ctrl-Z - Exits the configuration mode and returns to user EXEC.

Down Arrow — Allows the user to scroll forward through former
commands.

Up Arrow — Allows the user to scroll backward through former
commands.

Ctrl-shift-6 — Allows the user to interrupt an 10S process such
as ping or traceroute.

Ctrl-C — Exits the current configuration or aborts the current
command.
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The Command Structure

IOS Examination Commands

Switchdt show vnrsiun|5witch# show flash|5witch# show interfaces

|
Y

RAM NVEAM Flash
Internetwork Operating System
Backup .
Active Tabl q Configuration %Pi;gﬂ?ﬁg Interfaces
Programs | Configuration aDIes &n File ¥
: Buffers
File
Switch# show processes [-EWitch# show arp

Switch# show cdp neighbors Switch# show mac-address-table

Ewitch# show wvlan

Switch# show running-config Switch# show startup-config

05 show commands can provide information about the configuration, operation, and
status of parts of a Cisco switch or router.
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The Command Structure

The show version Command

Router# show version “
Cigco I0OE Boftware, C1900 Software (CL300-UNIVERSAZLEY-M), Varszion B
15.2(4)M1, RELEASE SOFTWARE [feol)

Technical Support: http://www.clisco.com/techsupport

Copyright (o) 1286-2012 by Cisco Syatems, Inc.

Compiled Thu 2&-Jul-12Z 1%:34 by prod rel team

ROM: System Bootstrap, Version 15.0(1lr-)Ml5, RELEASE SOFTWARE (fcol)

ciscolf4d]l uptime iz 41 minutes

System returned to ROM by powsr-on

Eystem image file is ""flash0:cl800-univerzalkb-m=z.5Ph.15%-
4.M1.bin""

Last reload typse: Hormal Belosd

Last reload resson: powar—-on

This product contains cryptographic features and iz subject to
Onited

Etatezs and local country laws governing import, export, tranzsfer
and

uze. Delivery of Cisco cryphographic products does not imply
third-party authority to import, export, distribute or use
encryption. -

REouterd show wversicn
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Hostnames

Why the Switch

Let’s focus on:

= Creating a two PC network connected via a switch
Setting a name for the switch

Limiting access to the device configuration
Configuring banner messages

Saving the configuration




Hostnames

Device Names

Some guidelines for naming conventions:

Start with a letter

Contains no spaces

Ends with a letter or digit

Uses only letters, digits, and dashes

Be less than 64 characters in length

Without names, network
devices are difficult to
identify for configuration
purposes.




Hostnames

Configuring Device Names

Hostnames allow
devices to be
identified by network
administrators over
a network or the
Internet.

Sw-Floor-3

Sw-Floor-2

Swi-Floor-1
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Hostnames

Configuring Hostnames

Configure a Hostname

Configure the switch hostname to be 'Sw-Floor-1".

Switch# configure terminal

Enter configuration commands, cone per line. End with CHTL/Z.

Switch(config)#hostname Sw-Floor-1
Sw-Floor-1l(config)#

You successfully configured the switch hostname.




Limiting Access to Device Configurations

Securing Device Access

These are device access passwords:

enable password — Limits access to the privileged EXEC mode
enable secret — Encrypted, limits access to the privileged EXEC
mode

console password — Limits device access using the console
connection

VTY password — Limits device access over Telnet

Note: In most of the labs in this course, we will be using simple
passwords such as cisco or class.



Limiting Access to Device Configurations

Securing Privileged EXEC Access Mode

= Use the enable secret command, not the older enable
password command.

= The enable secret command provides greater security because
the password is encrypted.

Sw-Floor-lraenableae

Sw-Floor-1#%

Sw-Floor-l#conf terminal
Sw-Floor-1(config) fanable secret class
Sw-Floor-1(config) fexit

Sw-Floor-1#%

Sw-Floor-l#disable

Sw-Floor-lraenableae

Password:

Sw-Floor-14




Limiting Access to Device Configurations

Securing User EXEC Access

Sw-Floor-1{config) #line console 0
Sw-Floor-1{config-line) fpassword cisco
Sw-Floor-1{config-line) #login
Sw-Floor-l1(config-line) fexit
Sw-Floor-1{config) #
Sw-Floor-1{config)#line vty 0 15
Sw-Floor-1({config-line) fpassword cisco
Sw-Floor-1{config-line) #login
Sw-Floor-l1(config-line) #

= Console port must be secured; it reduces the chance of
unauthorized personnel physically plugging a cable into the
device and gaining device access.

= VTY lines allow access to a Cisco device via Telnet. The number
of VTY lines supported varies with the type of device and the
|OS version.
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Limiting Access to Device Configurations

Encrypting Password Display

Configuring Password Encryption service password-
encryption
Enter the command to encrypt the plain text passwords. u PreventS

Gwitch (configl § =service password-encryption

Exit globkal coenfiguraticn mode and wview the running configuraticn.

Gwitch (configl § exit
Gwitchf show running—config
]
<putput omitted:>

!

line con O

pazsword T 054F271A1A0R
login

line vy O 4
pas=sword T 03095A0F034F326435B45150A1A015

login
4
]

=nd

passwords from
showing up as
plain text when
viewing the
configuration

Keeps
unauthorized
individuals from
viewing passwords
H the configuration
ile

Once applied,
removing the
encryption service
does not reverse
the encryption



ar

Limiting Access to Device Configurations

Banner Messages

= Important part of
the legal process in
the event that
someone is
rosecuted for
reaking into a
device

= Wording that
implies that a login
is "welcome" or
"invited" is not
appropriate

= Often used for
legal notification
because it is
displayed to all
connected
terminals

Limiting Device Access - MOTD Banner

Ewl-Floor-1l{config)$banner motd ¥ This iz 8 secure system. Authorized Socesa CHLY ! §

This configuration results Delimiting characters are not included in the
in this message of the message.
day banner.

Swl-Floor-1 conl is now available

Press RETURN to get started.

User Acocess Verification
password:
Swl-Floor-l1»enable
Password:

Swl-Floor-14
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Saving Configurations

Configuration Files * Switcht reload

System configuration has
Saving and Erasing the Configuration been modified. Save?
[yes/no]: n

] Proceed with reload?

[ Bwitch#show running-config
[confirm]

-~

Switch#show running-config m 1 1 1
Building configuration.. . Startup Conflguratlon 1S
(‘Zurrent configuration @ 2504 byvtes removed by US|ng
!' Last :aniqu._ratﬂic-n change at 00:02:32 the erase Startup_
Lists the complete I;!IT“ LA LIRS Conflg
configuration currenthy < . 15.0 ,
active in RAM. e Switch# erase startup-
service timesztamps debug datetime msec Conflg
zervice timestamps log datetime msec
no service password-sncryption O _t h t |
! - N a SWILC Oou must ailso
=output omitted= . ’ y
\E Issue the delete
The active configuration
can be copied to Vl an. dat
MW RN, Siri i delet
witc elete
¥ vlan.dat
[ Bwitch#copy running-config startup-config ] Delete filename

[vlian.dat]?

Delete flash:vlan.dat?
[confirm]
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Saving Configurations

Capturing Text

Saving to a Text File in HyperTerminal

Receve Fia.,
Send Text Fle... Pause
Flesume
Capture to Printer
Interface Seriall
description Seriall Interface on tha RTA router
ip addreas 192.168.4.8%.255.255.255.240
no ip dirsctad-broadcast
alias exec step releoad
alias axec c copy run start

'
line com 0
password clisco

1
legin

In the terminal session:

1. Start the text capture process

2. |ssue a show running-config command
3. Stop the capture process

4. Save the text file

Saving to a Text File in Tera Term

= Towa Term Web 1.1
[t esp Web Conbol Wrkow Pl

e e a3l Sedevare (ClE41-TPEASEWS-N), Versaca 12 4(11)T. RELEASE
p FSuwe cizoo  constechsupport
J& by Cises Systems, Ins
et P 5 15:28 by prod_ral tess
Trarate:
Drargs drectry... Wersdon 12 J{8x)T#, RELEASE SOFTUARE {fel)
Frint ated  inutes
4 by realsad at 01:34:15 UTC Fri l: )
Bacerret "flash el@dl-ipbaseki-nz 174-11 T [RENRCI]
ft g oo | ] by Emrern = = oo 6
This predust somtains sryplographic festures and is sull o ey
[States and local country laws governing iaparh, expart
use. Delivery of Cises cryptographie preducts dess s | IS
hird-party authority bo iapart, expert, distribule or Ay
Inporters, exporiers, distribulors and users are resposl Sy P
eoapliance with 1.5, and local coustey laws. By using f sy vdes
agree Lo coaply with applicable laws and regulatioas Calnddgp
1o coaply vith .5 asd lacal lave, returs this producy
A sussary of 1.5 lave governing Cisco sryplographic po
Hore Fimssms  [uBil time
Fsatee (8
[y Filensmae!
Ehytes wanshared:

In the terminal session:

1. Start the log process
2. |ssue a show running-ceonfigcommand
3. Close the log
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Ports and Addresses

IP Addressing of Devices

= Each end device on a 2 x|
network must be Genea |
configured with an IP |
ou can gt IP seltngs assigned subomahically f your network, supposts
add ress. this capabilty. Othesvese, pou need to ask pour network. administrator fos
Structure of an IPv4 aTE———
= Structure of an IPv
address is called dotted " Dblain an I address automaticaly
decimal. (% se the followang 1P addess
. . IP address; 2 18, 1 1
= IP address displayed in e i
decimal notation, with Ll LA a2
four decimal numbers Defauit gateway | 192.168. 1 . 98
between 0 and 255. ;
= With the IP address, a @ Lise the following DNS server addiesses
ﬁggggggg}?Sk is also Prefesred DNS serves 172 16 % 150
' Albemate NS server |172.16 . 55 . 200
= |P addresses can be
assigned to both Advanced
physical ports and virtual
Interfaces. oK Cancel




Ports and Addresses

Interfaces and Ports

Network communications depend on end user device interfaces,
networking device interfaces, and the cables that connect them.

Ty{qes of network media include twisted-pair copper cables, fiber-
optic cables, coaxial cables, or wireless.

Different types of network media have different features and benefits.
Ethernet is the most common local area network (LAN) technology.

Ethernet ports are found on end user devices, switch devices, and
other networking devices.

Cisco 10S switches have thsigaI ports for devices to connect to, but
also have one or more switch virtual interfaces (SVIs; no physical
hardware on the device associated with it; created in software).

SVI provides a means to remotely manage a switch over a network.




Addressing Devices

Configuring a Switch Virtual Interface

= |P address — Together with subnet mask, uniquely identifies end
device on internetwork.

= Subnet mask — Determines which part of a larger network is used by
an |IP address.

= interface VLAN 1 - Available in interface configuration mode,

" ip address 192.168.10.2 255.255.255.0 — Configures the
IP address and subnet mask for the switch.

= no shutdown — Administratively enables the interface.

= Switch still needs to have physical ports configured and VTY lines to
enable remote management.



Addressing Devices

Configuring a Switch Virtual Interface

Enter interface configuration mode for VLAN 1.

awitch{config) # interface vlan 1

Configure the IP address as "192.1638.10.2" and the subnet mask as
'255.255.255.0",
awitch{config-if)# ip address 192.168.10.2 255.255.255.0

Activate the interface.

awitch{config-if) # no shutdown
s LINK-5-CHANGED: Interface Vlanl, changed state to up




Addressing Devices
Manual IP Address Configuration for End Devices

Lo ol Ares Connection Properties

Gienesal |

Cormect wsing

|' Inbziffl) FROADOVE Network Connechion

Comporenits chscked e used by the conmecion

¥ Bl Chart for Miczogolt MNebewodes
! = File snd Pririer Shasing fis Microscit Metwoiks

A

w

For manual static assignments, enter

addresses:

Addressing End Devices

Interret Pratocod (TCFTP) Properties

General |

rou can gal IF celfings sssigned sutomsticaly i wour network supposts
Hmmtmmmutmmmh

e appiooniate B rebinge

—— r DOblan & IF sddss sutamslicaly
% Ll the folowing IP addresa:

IP address <———) i e

|
™mo1ER. 1 1

Subnet mask SE=——==] _Sumsinak

EE-ED

Default gateway %

Dhefaul g

0 Oltar 045 5e

—IF Liias e Pelbownary DINS. berven kel
17216 . 55 . 150
172. 16 . 55 200

Poefismred DMS server

Altwrate DHS sever

[ ox ]_col |
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Addressing Devices
Automatic IP Address Configuration for End Devices

Assigning Dynamic Addresses

Internet Protocol (TCPIP) Properties 12>
Germedl | Ahemiaste Configuation

"o ean got 1P setings astigrad sulcenatically Il you rabwork. ugpons
Bt capabilty. Dikhenants, pou red 10 ak, youn reslecik. adrministrahor fod
the appropaate IP sitng:

This property will set the device to
G Un il sk skl <€ obtain an |P address

(0 Uz the lolloveng IP sddrass automatically.

(%) Dptain DNS seiver sddiets miomancaly
(0 Uiteg the | cllovang DMS seiver addiesses
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Addressing Devices

IP Address Conflicts

Network Error x|

Windows has detected an IP address conflict

Another computer on this network has the same IP address as this computer. Contact your netwaork
administrator for help resolving this issue. More details are available in the Windows System event log.
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Verifying Connectivity
Test the Loopback Address on an End Device

Testing Local TCP/IP Stack

4 L ocal Area Connection Properties 2JE|

inai Gereidl  Aghentication | Advanced
Finging the local host confirms - | Betai S

that TCP/IP is installed and Connect usng:
working on the local network WP V15 Fhine il Fast Efhernet Adapier _
adapter. m

Thiz conneciion uses the following ibems

W 005 Packet Schedher -
B ™= Blabwcrk: bonitor D
(v W Inbesret Pictocol [TCPAP) |

»
.E:\:rping 127.0.0.1 i \ Y
[ toetal. | [ Uwestat | [ Properies |
Diasciption
Ao poll compiler o AoEETE ESOUREES an & Mdiall
Fostwk,

o [+] Shewy icon in rotificabion sses wihen cormscted
Pinging 127.0.0.1 causes a ] Matily me whan th connection has lmited of no connectiiy
device to ping itself.

o) Comen |
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Verifying Connectivity
Testing the Interface Assignment

Verifying the VLAN Interface Assignment

S1# show ip interface brief

Interface IP-Rddress
FastEthernetl/1 unassigned
FastEthernetl/2 unassigned

<putput omitted>
Vlanl 192.168.10.2

524 show ip interface brief
Interface IP-Rddress
FastEthernetl/1 unassigned
FaatEthernet0/2 unassigned
<putput omitted>

Vlanl 152.1658.10.3

OK? Method
YES manual

YES manual

YES manual

OK? Method
YES manual
YES manual

YES manual

Enter the command to verify the interface configuration on 51.

Status Protocol
up up
up up

up up

You are now on 52. Enter the command to verify the interface configuration on S2.

Status Protocol
up up
up up

up

You successfully verified the interface assignment on 51 and 52.
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Verifying Connectivity

Testing End-to-End Connectivity

Enter the command to verify connectivity to PC2 at "192.168.10.11".

C:\>»ping 192.168.10.11

Pinging 192.168.10.11 with 32 bytes of data:

Beply from 192.168.10.11: bytes=32 time=E83Ems
Beply from 192.168.10.11: bytes=32 time=820ms3
Beply from 192.168.10.11: byte3=32 time=E883ms
Beply from 192.168.10.11: bytes=32 time=E8Z2E8ms3

Ping atatiatica for 1%2.168.10.11:
Packets: Sent = 4, Receiwved = 4, Lost = 0 (0% lass),
Approximate round trip times in milli-seconds:

Minimum = 820m3, Maximum = 283ms, Average = B242ms

| =L
You successfully verified connectivity to 51 and PC2.




Configuring a Network Operating System

Chapter 2 Summary

Cisco I10S:

The technician can enter commands to configure, or program, the
device to perform various networking functions.

Services are generally accessed using a command-line interface
(CLI), which is accessed by either the console port, the AUX port, or
through telnet or SSH.

Once connected to the CLI, network technicians can make
configuration changes to Cisco 10S devices.

Cisco 10S is designed as a modal operating system, which means a
network technician must navigate through various hierarchical
modes of the 10S.

Cisco 10S routers and switches support a similar modal operating
system, support similar command structures, and support many of
the same commands. In addition, both devices have identical initial
configuration steps when implementing them in a network.




Configuring a Network Operating System

Chapter 2 Summary (cont.)

User EXEC Command-Routers
ping

show (limited)

enabhle
Let-:.
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Configuring a Network Operating System

Chapter 2 Summary (cont.)

Privilaged EXEC Commands-Routerd
all Uzer EXEC commands
delg conmancs

reload Global configuration Commands-Router(config)$#
configqure hostname
eto. enabhle sporect

ip route

interface ethernet Interface Commands-Router (config-if)#

sarial i‘p addres=s
Li=L ipvh addrass
etc. encapaulation
shutdown/ no shutdown
eto.
router rip Routing Engine Commands-Router (config-router)§
oEpL network
elgrp verasicn
B, AUto SUMmEEy
eto.
line vhy Line Cammands-Router (config-line)#
conaols password
BT, J_i:qin

modem cormands
eto.
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